به نام خدا

گروه بندی : گروه بندی خود را در قالب 3 گروه (آقایان پیشدار ، محمدی ، قادری در سه گروه مجزا قرار گیرند) و همچنین ، موضوع مورد بررسی خود را از پروتکل های معتبر امنیت شبکه (مدیریت کلید ، احراز هویت و ... ) ترجیحا پروتکل های جدید حداکثر تا 30 تیر انتخاب نموده و از طریق پست الکترونیک اعلام نمایید.

پس از تایید پروتکل در فرمت یکی از کنفرانس ها یا ژورنال های معتبر (انجمن رمز ، انجمن کامپیوتر و فناوری اطلاعات و دانش ) کار خود را به شکل نوشتن یک مقاله شروع می کنید .

در صورت انتخاب سایر کنفرانس یا ژورنال ها تایید لازم است .

اجزای اصلی مقاله

چکیده و شرح اهمیت موضوع (ناتوانی انسان از تحلیل پروتکل های امنیتی و نیاز به ابزار ، ناتوانی در طراحی مستقیم پروتکل های امنیتی و مشاهده ی ضعف های ساختاری پس از طراحی و ..... )

کارهای مشابه ( Proverif, aVispa و ..... )

معرفی اسکایتر (ویژگی های تمایز اسکایتر با سایر ابزار های مشابه از جمله تحلیل چند پروتکلی ، تحلیل در بینهایت جلسه و ....)

معرفی پروتکل انتخابی

پیاده سازی (بررسی ادعا های امنیتی مربوط به پروتکل ) و نمایش نتایج

بهبود روش در صورت وجود مشکل و نمایش نتایج

نتیجه گیری و منابع

در هر یک از موارد بالا گروه ها از تکرار بپرهیزند .

تحویل به صورت مرحله ای و به شکل زیر می باشد :

4 مورد اول از اجزای اصلی در مرحله اول 10 مرداد

پیاده سازی در مرحله دوم 30 مرداد

بهبود و نتیجه گیری و منابع در مرحله سوم 10 اردیبهشت